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Microsoft Security,
Compliance, and Identity
Fundamentals

Authorized Microsoft Security, Compliance, and Identity
Fundamentals SC-900 Distance Learning training. Target
audience:

e Business user
e Student

Purpose of the training

The training is intended for:
e Security

e Compliance

¢ |dentities

e Azure platform

The course provides basic knowledge on the concept of security, compatibility and indentity, as well as
related Mcrosoft cloud solutions

Benefits of completing the training

¢ Basic terms related to security, compatibility and identity.

¢ Concepts and possibilities of Microsoft solutions for managing identity and access.
¢ Possibilities of Microsoft securing solutions.

¢ Possibilities of Compatibility Management in Microsoft.

The audience of this course would like to be acquainted with basics of security, compatibility and
identity (SCI) in cloud and related Microsoft services. The candidates should be familiar with Microsoft
Azure and Microsoft 365 platforms, as well as know how Microsoft solutions in terms of securities,
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compatibility and identity may cover the areas of solutions to provide holistic and complex solution.

Examination method

The exam is on-line. You can enroll at: https://home.pearsonvue.com/Clients/Microsoft.aspx

Exam description

After the SC-900 course, you can take Microsoft certification exams:an Authorized Test Center,online
being monitored by an offsite proctor. Details on the

website:https://docs.microsoft.com/pl-pl/learn/certifications/exams/sc-900

Expected Listener Preparation

¢ Basic knowledge of Microsoft 365 platform
¢ Intermediate knowledge of Windows 10 system
¢ An ability to use English language materials

E Training Language

¢ Training: English
e Materials: English

Training Includes

* electronic handbook available at:
https://learn.microsoft.com/pl-pl/training/

* access to Altkom Akademia student portal

Training method:
e theory

e demos


https://home.pearsonvue.com/Clients/Microsoft.aspx
https://docs.microsoft.com/pl-pl/learn/certifications/exams/sc-900
https://learn.microsoft.com/pl-pl/training/
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* 90% theory
¢ 10% practice

Czas trwania

1 dni/ 7 godzin

Training agenda

: Basic terms related to security, compatibility and identity.

Security concepts and methodologies.
Rules of Microsoft security and compatibility.
Module summary

: Concepts and possibilities of Microsoft solutions for managing identity and access

Identity concepts

Basic services and types of Azure AD service identity

Authentication possibilities in Azure AD service

Possibilities of managing access in Azure AD service

Possibilities of securing identity and management in Azure AD service
Module summary

3: Possibilities of Microsoft securing solutions

Basic security functions on Azure platform

Possibilities of Azure platform security management
Possibilities of Azure Sentinel platform securities

Possibilities of security against Microsoft 365 platform threats
Possiblities of Microsoft 365 platform security management
Securing endpoints using Microsoft Intune service

Module summary

4: Possibilities of Microsoft solutions providing compatibility

Possibilities of compatibility management in Microsoft

Possiblities of securing information and corporate governance of Microsoft 365 platform
Possibilities related to internal risk on Microsoft 365 platform

eDiscovery possibilities of Microsoft 365 platform

Possibilities of auditing Microsoft 365 platform

»Possiblities of resource management on Azure platform

Microsoft Security, Compliance, and

Identity Fundamentals
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e Module summary



